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Objective:
The University of Wisconsin-Whitewater is committed to supporting a variety of safety and risk management best practices across our campus. This procedure is intended to ensure compliance with UW System Policies, Regent Policies, State Statutes, and Federal Statutes regarding information security access and authentication.

Statement:
This Practice Directive and its corresponding Procedure highlight the importance of information security authentication by ensuring information and technology access is only granted to those who need it, those with appropriate access follow information security training and best practices, and that internal controls are enforced such that low, moderate, and high risk data is protected to foster a safe campus technological environment.

Procedures:
Information Security Account Lifecycle Procedure
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